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Reusable method elements
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Types of research work



LOGO

Method

● Research Questions:
• Which reusable elements have been proposed for the 

systematic design of privacy-friendly software-based IS?
• What is the level of maturity of the studies that have been 

carried out in this context?
• Which are the institutions where research is performed and 

the venues for publishing?
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Results
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RQ1: Reusable element
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RQ2: Maturity level
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RQ2: Maturity level
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RQ3: Institutions & Venues
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Privacy patterns

● Open questions:
• Are they being

adopted?
• How effective

are they?
• What is

hindering their
adoption?

• Are other
approaches
needed?
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Conclusion

● Emerging phase:
• Sustained growth
• Low maturity

• Solution proposals
• Lack empirical evidence

● More efforts are needed to move privacy
engineering closer to systematic practice
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