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|. PRIVACY ANALYSIS LIFE CYCLE

Mmanagement




2. PRIVACY ANALYSIS APPROACH

Application

b Consequences
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3. ROLE OF STAKEHOLDERS

Business
owner

IT security

Developers
team P

Privacy
team

Internal IT Risk
team department




/) Outset of project
" — the general
requirements are
detailed

End of project —
formal assessment of
project

/

4.SPECIFICS DEPENDING ON DEVELOPMENT METHODOLOGY

Each sprint —

/" analysis of privacy

implications for
proposed actions for
the upcoming sprint

Each meeting —
real-time awareness
of changes to
architecture




5. USE OF THIRD PARTIES

External

developers

DSR and incident
identification/inve
stigation

Trainings at the
outset

Initial
requirements
and periodical
follow-ups

Use of third
party source
code

Inclusion in all
project meetings
related to
privacy

Triggers for
additional
privacy analysis
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