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EDPS supports targeted VAT data access to fight fraud at EU level but warns against
blurring administrative and criminal boundaries

The European Data Protection Supervisor (EDPS) has issued its Opinion on the
European Commission’s Proposal to amend Regulation (EU) No 904/2010, aimed at
strengthening the fight against intra-Community value added tax (VAT) fraud by
granting the European Public Prosecutor’s Office (EPPO) and the European Anti-Fraud
Office (OLAF) specific direct and centralised access to VAT information at EU level.

The EDPS recognises the urgency of combatting large-scale cross-border VAT fraud, in particular
Missing Trader Intra-Community (MTIC) schemes, which continue to cause significant losses
to public finances across the Union. In this context, the EDPS welcomes the objectives of the
Proposal and acknowledges that specific and limited direct access to certain VAT information by
the EPPO and OLAF can be necessary to ensure effective investigations and enforcement.

At the same time, the EDPS underlines that the Proposal sits at a sensitive crossroads between
administrative VAT cooperation and criminal law enforcement. Processing personal data for
administrative purposes and for criminal enforcement purposes follows distinct legal regimes and
principles, and this separation must be carefully reflected in the legal framework.

Wojciech Wiewiérowski, Supervisor, said: “Fighting VAT fraud is essential to protect public
revenues and the integrity of the internal market. However, exceptional access to administrative
databases for law enforcement purposes must remain precisely that — exceptional. It must be clearly
circumscribed and carefully safeguarded, and should not become a backdoor precedent for broad or
routine access.”

In its assessment, the EDPS considered the specific characteristics of MTIC fraud, the limited and
targeted scope of the proposed access, and the nature of the data concerned, which primarily
relates to VAT identification numbers and business-to-business transaction information.
Nevertheless, the EDPS considers that the Proposal should more clearly explain and underline
the exceptional nature of providing direct access to administrative databases for law
enforcement purposes. Further clarification is warranted to avoid any risk that the Proposal could
be misconstrued or later relied upon as precedent for more general application.

The EDPS further emphasises that robust legal, technical and organisational safeguards are
indispensable. While some technical and organisational details may be specified through
implementing acts, core parameters must already be defined in the basic legislative act to ensure
compliance with EU data protection law principles of purpose limitation, data
minimisation and accountability.


https://www.edps.europa.eu/data-protection/our-work/publications/opinions/2026-01-07-opinion-12026-regulation-amending-regulation-eu-no-9042010-regards-access-eppo-and-olaf-vat-information_en

Background information

The rules for data protection in the EU institutions, as well as the duties of the European Data Protection Supervisor
(EDPS), are set out in Regulation (EU) 2018/1725.

About the EDPS: The EDPS is the independent supervisory authority with responsibility for monitoring the
processing of personal data by the EU institutions and bodies, advising on policies and legislation that affect privacy
and cooperating with similar authorities to ensure consistent data protection. Our mission is also to raise awareness
on risks and protect people’s rights and freedoms when their personal data is processed.

Wojciech Wiewiérowski (EDPS) was appointed by a joint decision of the European Parliament and the Council to
serve a five-year term, beginning on 6 December 2019.

The selection procedure for a new EDPS mandate for the next term of five years is still ongoing.
The European Data Protection Supervisor (EDPS) is the independent supervisory authority for the protection of
personal data and privacy and promoting good practice in the EU institutions and bodies.
He does so by:

e monitoring the EU administration’s processing of personal data;

e monitoring and advising technological developments on policies and legislation that affect privacy and
personal data protection;

e carrying out investigations in the form of data protection audits/inspections;

e cooperating with other supervisory authorities to ensure consistency in the protection of personal data

EDPS - The EU’s Independent Data Protection Authority

Questions can be directed to press@edps.europa.eu.
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