


	
The	complainant’s	request	of	18	June	2022	was	phrased	as	follows:
	
“I	would	like	to	exercise	my	right	of	access	by	the	data	subject	(under	article	17)	for	the
following	application	numbers	in	their	correspondent	selection	procedure	:
	
•												4220689
•												3921833
•												700311
•												539001
	
Specifically	I	would	like	to	know:
	
•												If	my	personal	data	is	still	being	processed.
•												The	recipients	to	whom	my	personal	data	have	been	disclosed.”
	
Upon	receipt	of	the	request,	EPSO	checked	the	complainant’s	file	and	realised	that	the
data	related	to	his	applications	EUIPO/CAST/1/16-6,	OIHM/CAST/10/2014	FG	III,	and
EPSO/TA/IT/06	IT	had	been	stored	beyond	the	applicable	retention	periods.	EPSO
interpreted	the	lines	“I	would	like	to	exercise	my	right	of	access”	and	“Specifically	I	would
like	to	know	[…]	If	my	personal	data	is	still	being	processed”	as	a	request	for	access	to	the
data	where	retention	periods	were	still	running	and	for	erasure	of	the	data	where	the
retention	periods	had	expired.	Accordingly,	it	proceeded	to	the	manual	deletion	of	the
complainant’s	data	related	to	his	applications	EUIPO/CAST/1/16-6,	OIHM/CAST/10/2014	FG
III,	and	EPSO/TA/IT/06	IT.
	
EPSO	acknowledges	that	its	above	approach	was	not	in	line	with	the	European	Data
Protection	Board’s	“Guidelines	01/2022	on	data	subject	rights	-	Right	of	access”,	quoted
by	the	complainant	in	his	correspondence	(document	“RequestForReview_2022-1189-
signed.pdf”).	However,	it	is	important	to	underline	that	the	said	EDPB	Guidelines	were
adopted	on	28	March	2023,	nearly	a	year	after	the	complainant’s	request	of	18	June	2022
and	EPSO’s	reply	of	5	August	2022	(ref.	Ares(2022)5596112).	Consequently,	EPSO	was	not
in	a	position	to	take	the	(not	yet	adopted)	Guidelines	into	account	when	assessing	and
replying	to	the	complainant’s	request.
	
EPSO	furthermore	confirms	that	the	complainant’s	case	was	managed	exclusively	by
authorised	staff	and	the	reply	Ares(2022)5596112	was	duly	approved	by	hierarchy.
Contrary	to	the	complainant’s	assumptions,	there	was	no	question	of	“a	dishonest
employee	acting	in	breach	of	the	procedures	established	by	the	controller”.
	
EPSO	also	considers	that	its	handling	of	the	complainant’s	request	as	described	above
does	not	constitute	a	data	breach,	which	is	defined	in	Regulation	(EU)	2018/1725	as	“a
breach	of	security	leading	to	the	accidental	or	unlawful	destruction,	loss,	alteration,
unauthorised	disclosure	of,	or	access	to,	personal	data	transmitted,	stored	or	otherwise
processed”.	EPSO	is	of	the	opinion	that	deleting	personal	data	stored	past	its	retention
period	is	not	in	breach	of	Regulation	(EU)	2018/1725	or	any	other	relevant	rule	laid	down
by	an	act	of	law.
	
I	trust	that	you	will	find	the	above	clarifications	useful	and	sufficient.
	
Kind	regards,
	

	
EPSO
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