Cisco Webex Meetings Data Map

**Data Input**
- **Admin / Logistics**
  - Register accounts
  - Users generate data (including recordings & files)

**Data Processing**
- **Provide Services**
  - The meeting host can view Host & Usage data
  - The meeting host can share their content with other platforms
  - Data can be viewed, modified, deleted by user preferences or Customer policy

**Deletion Timeline**
- **No retention**
- **Days**
- **Weeks**
- **Months**
- **Years**
- **By request**

**Contract**
- Cisco will not access this unless it’s shared by the Customer

**Subprocessor**
-**Provide Customer support**
- Create account, enable use of Service Features
- Improve the Service
- Providing the Service and enabling the use of certain features
- Providing the Service and enabling the use of certain features
- Third parties may retain data at different rates depending on specific usage and needs

**Access Key**
- Icons on the right show who has access
- Details of access are listed in the datasheet
- What’s being done
- User
- Customer
- Subprocessor
- Cisco
- Subprocessor

**Data Center Locations**
- Amsterdam, Netherlands
- Bangalore, India
- California, USA
- China
- London, UK
- New York, USA
- Singapore, Singapore
- Texas, USA
- Tokyo, Japan
- Santa Clara, California, USA
- Virginia, USA

**Privacy Data Sheet**
For full details, please refer to the corresponding Privacy Data Sheet.

*Specific sub-processor information can be requested from Cisco*